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Agenda 

•  What is Triage 

•  What are the reasons for Triage in the context of 
GDPR 

•  Describe a comprehensive privacy program 

•  Contrast with a Triage approach 



What is Triage 



What is Triage 

“assigning of priority order to projects on the basis of 
where funds and other resources can be best used, are 

most needed, or are most likely to achieve success” 
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Reasons for Triage 

•  Limited Time 

•  Limited Budget 

•  Supervisory Authorities’ 
Limited Attention 

•  So Many Other Well-
Deserving Targets 



Expectation vs. Reality 



The difference between treatment and triage 

A comprehensive privacy 
program 

What you want to address in the fullness of time… 
 

•  Maintain Governance Structure 
•  Maintain a personal data inventory 

and data transfer mechanisms 
•  Maintain internal data privacy policy 
•  Embed data privacy into operations 
•  Maintain training and awareness 

program 
•  Manage Information Security Risk 
•  Manage Third-party risk 
•  Maintain Notices 
•  Respond to requests and complaints 

from individuals 
•  Monitor for new operational 

practices 
•  Maintain data privacy breach 

management program 
•  Monitor data handling practices 
•  Track external criteria 

Triage 

What you are left doing in the time you have available… 

•  Understand where your data is and 
how it is moving 

•  Ensure your privacy policy reflects 
what you are doing with personal data 

•  Be able to honour what you commit to 
Ensure you can respond to subject 
access requests – what do you know 
about an individual 

•  Be able to respond promptly to issues  
and complaints, and de-escalate at the 
lowest level possible 

•  Be able to respond to inquiries about 
the state of your privacy program – 
what is your story? 

•  Empower customers to make privacy 
choices 

 



Nymity Privacy Management Framework 
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Get a handle on your data 



Update your privacy policy 



Create an appropriate privacy notice 



Create an appropriate privacy notice 

Privacy Policy Privacy Brief 



Create an appropriate privacy notice 



Be accountable for data processing 



Be accountable for data processing 

•  Notice provided before processing 

•  Manage versions of the privacy notice 

•  Ensure consent was given by the data subject 

•  Document: The data subject has signed a contract 
with the data controller 

•  Notice was provided after the fact (in the case of 
legitimate interest) 

•  Control which staff may access the personal data 
consistently with what you have said in your notice 

•  Personal data is deleted or anonymized once it is no 
longer needed 



Respond to rights requests immediately 



Respond to rights requests accurately 

Avoid unnecessary 
scrutiny from 

supervisory authorities 



Respond to rights requests accurately 

Data subjects have a 
number of rights under 

the law 



Engage with customers: enable control 

Preference and Consent 
Management 



What did we learn today? 

•  With the time that remains before May 25, 2018, 
one of the key ways your organization will draw 
negative attention is through interactions with 
customers over the internet: 
•  Understand where your data is and how it is moving 
•  Start by developing the internal processes and 

policies to make sure you can do what you are 
committing to 

•  Be able to answer questions 
•  Empower customers to make privacy choices 
•  Ensure you can honour their choices 
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Coming Soon 

Nymity	
   has	
   launched	
   a	
   webinar	
   series:	
   13	
   Advanced	
   GDPR	
  
Compliance	
   Webinars.	
   These	
   sessions	
   are	
   targeted	
   towards	
  
individuals	
   responsible	
   for	
   implemen0ng,	
   managing	
   and	
  
demonstra0ng	
   compliance	
   to	
   the	
   GDPR.	
   Each	
   webinar	
   will	
   deep	
  
dive	
  on	
  a	
  specific	
  topic	
  rela0ng	
  to	
  the	
  GDPR,	
  and	
  will	
  equip	
  Privacy	
  
Officers	
   with	
   advanced	
   knowledge,	
   case	
   studies,	
   tools,	
   and	
  
techniques	
  to	
  deal	
  with	
  complex	
  requirements	
  within	
  the	
  GDPR.	
  
	
  

Register	
  at	
  Nymity.com	
  –	
  Workshops	
  and	
  
Webinars	
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